
 

Fujikura Composite Information Security Basic Policy 

 

Fujikura Composite Co., Ltd. (hereinafter referred to as "the Company") is 

committed to protecting the information assets entrusted by customers, as well as 

the Company’s own information assets, from threats such as accidents, disasters, 

and crimes. In order to maintain trust with customers and society, the Company 

implements information security measures across the entire organization based on 

the following policies: 

1. Responsibility of Management  

The Company continuously improves and enhances information security 

under the leadership of its management team. 

 

2. Establishment of Internal Systems  

To maintain and enhance information security, the Company has established 

the "Information Security Promotion Office" and has implemented formal 

security measures as official internal regulations. 

 

3. Employee Engagement  

Employees acquire the necessary knowledge and skills for information 

security to ensure the effective implementation of security measures. 

 

4. Compliance with Laws and Contractual Requirements  

The Company complies with all laws, regulations, standards, and contractual 
obligations related to information security, meeting customer expectations. 

 

5. Response to Violations and Incidents  

In the event of legal or contractual violations or security incidents, the 

Company takes appropriate action and strives to prevent recurrence. 
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